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Cybersecurity firm releases report on increased hacking during
pandemic

By Sascha Matuszak

Resilience360 has released a report, COVID-19 Pandemic Creates Opportunity for Innovative Cyber Threat

Campaigns,[1] that discusses the skyrocketing hacking attempts during the pandemic and ways to mitigate the
risk of data breaches. The report found that the two most common methods of hacking during the pandemic are
phishing and ransomware.
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