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These were developed by ATI Physical Therapy in Bolingbrook, Illinois. Contact Chief Compliance Officer Lynn
McGivern at lynn.mcgivern@atipt.com.

TIPS TO HELP SPOT A PHISHING ATTEMPT
The phishing scam is one of the most common forms of cyber crime. It is a form of social engineering attack executed in
order to obtain sensitive

information like usernames, passwords, or credit card details. These attacks are becoming more sophisticated and more
difficult to recognize.

Below are typical characteristics of a phishing email.

This document is only available to subscribers. Please log in or purchase access.This document is only available to subscribers. Please log in or purchase access.

Purchase Login

Copyright © 2024 by Society of Corporate Compliance and Ethics (SCCE) & Health Care Compliance Association (HCCA). No claim to original US
Government works. All rights reserved. Usage is governed under this website’s .

- 1 -

Terms of Use

https://compliancecosmos.org/report-medicare-compliance-volume-27-number-43-december-10-2018
https://compliancecosmos.org/tips-keep-phishing-bay
mailto:lynn.mcgivern@atipt.com
https://www.hcca-info.org/Resources/HCCAPublications/ReportonMedicareCompliance.aspx
https://compliancecosmos.org/user/login
https://www.hcca-info.org/terms-use
https://www.hcca-info.org/terms-use

	Report on Medicare Compliance Volume 27, Number 43. December 10, 2018
	Tips to Keep Phishing at Bay
	TIPS TO HELP SPOT A PHISHING ATTEMPT
	This document is only available to subscribers. Please log in or purchase access.



