
45 C.F.R. § 307.13
Security and confidentiality for computerized support enforcement
systems in operation after October 1, 1997.

The State IV-D agency shall:

(a) Information integrity and security. Have safeguards protecting the integrity, accuracy, completeness of,
access to, and use of data in the computerized support enforcement system. These safeguards shall include
written policies concerning access to data by IV-D agency personnel, and the sharing of data with other
persons to:

(1) Permit access to and use of data to the extent necessary to carry out the State IV-D program under this
chapter;

(2) Specify the data which may be used for particular IV-D program purposes, and the personnel permitted
access to such data;
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