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The threat of supply chain hackers

By Sascha Matuszak

A recent spate of breaches point to a new method for inserting malware into the supply chain and seizing control
of computer networks: hacking the software supply chain. In an article for Wired, Andy Greenberg describes how
security firms Kaspersky and ESET uncovered evidence of hacks into the companies that distribute developer
code used by the hackers’ targets.
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