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18 U.S. Code § 1029

Fraud and related activity in connection with access devices

(G) Whoever—
(1) knowingly and with intent to defraud produces, uses, or traffics in one or more counterfeit access devices;

(2) knowingly and with intent to defraud traffics in or uses one or more unauthorized access devices during any
one-year period, and by such conduct obtains anything of value aggregating $1,000 or more during that period,

(3) knowingly and with intent to defraud possesses fifteen or more devices which are counterfeit or
unauthorized access devices;

(4) knowingly, and with intent to defraud, produces, traffics in, has control or custody of, or possesses device-
making equipment;

(5) knowingly and with intent to defraud effects transactions, with 1 or more access devices issued to another
person or persons, to receive payment or any other thing of value during any 1-year period the aggregate value
of which is equal to or greater than $1,000;

(6) without the authorization of the issuer of the access device, knowingly and with intent to defraud solicits a
person for the purpose of —

(A) offering an access device; or
(B) selling information regarding or an application to obtain an access device;

(7) knowingly and with intent to defraud uses, produces, traffics in, has control or custody of, or possesses a
telecommunications instrument that has been modified or altered to obtain unauthorized use of
telecommunications services;

(8) knowingly and with intent to defraud uses, produces, traffics in, has control or custody of, or possesses a
scanning receiver;

(9) knowingly uses, produces, traffics in, has control or custody of, or possesses hardware or software,
knowing it has been configured to insert or modify telecommunication identifying information associated with
or contained in a telecommunications instrument so that such instrument may be used to obtain
telecommunications service without authorization; or

(10) without the authorization of the credit card system member or its agent, knowingly and with intent to
defraud causes or arranges for another person to present to the member or its agent, for payment, 1 or more
evidences or records of transactions made by an access device;
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