
15 U.S. Code § 278g-3d
Implementation of coordinated disclosure of security vulnerabilities
relating to agency information systems, including Internet of Things
devices

(a) Agency guidelines required
Not later than 2 years after December 4, 2020, the Director of OMB, in consultation with the Secretary, shall
develop and oversee the implementation of policies, principles, standards, or guidelines as may be necessary to
address security vulnerabilities of information systems (including Internet of Things devices).
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